**MD FAIYAZ KHAN**

Results-driven cybersecurity enthusiast with extensive hands-on experience in penetration testing, ethical hacking, and web security. Skilled in identifying and exploiting vulnerabilities using advanced tools like Burp Suite, Metasploit, ZAP, etc. Proficient in network security, vulnerability assessment, and threat analysis. Seeking an entry-level role to leverage my expertise in protecting digital infrastructures and implementing robust security protocols.

**Work Experience**

**Intern, InternPe**

October 2023 - November 2023

Developed Web Applications: Designed and built web applications using various web technologies, laying the groundwork for understanding web vulnerabilities.
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Applied Penetration Testing Knowledge: Utilized skills from penetration testing, such as identifying and exploiting vulnerabilities like cross-site scripting (XSS), to enhance the security of the applications developed.
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Collaborated Remotely: Worked with a remote team to address technical challenges and improve web development practices, which indirectly supported penetration testing efforts.
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Enhanced Communication Skills: Coordinated with team members and supervisors through online platforms, refining communication skills vital for reporting and documenting security findings.
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Gained Practical Experience: Acquired hands-on experience in web development, contributing to a deeper understanding of how vulnerabilities can be exploited and mitigated.
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**Educational Background**

**Bachelor of Computer Applications (BCA)**

Karim City College , Jamshedpur

2021 - 2024

**Relevant Courses**

**Penetration Testing/Website Hacking (Udemy)**
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Gained hands-on experience in identifying and exploiting common web vulnerabilities using tools like Burp Suite and SQLMap.

**Bug Hunting and Web Security (Udemy)**
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Learned methodologies for discovering and reporting security flaws in web applications.

**Ethical Hacking Using the Cloud (Udemy)**
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Explored cloud-specific vulnerabilities and developed strategies for securing cloud environments.

**Contact**

Jamshedpur, Jharkhand

9334631749

fa1yaz0khn@gmail.com

www.linkedin.com/in/fa1yaz

**Skills**

**Technical Skills**

Penetration Testing
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Ethical Hacking
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Web Security
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Bug Hunting
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SIEM
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HTML (Basic)
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CSS (Basic)
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JavaScript (Basic)
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**Soft Skills**

Problem-Solving Attention to Detail Strong Communication Analytical Thinking
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**Tools**

Burp Suite
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OWASP ZAP
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SQLMap
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Nmap

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAIAAABLbSncAAAAQElEQVQImZ2OsRGAMAzE4vQ/jCfw7FrJHsAUuXAcpEKl1Mi6u6oiYmwASZaZT3s3c/dxYh7tvwB8LTAlvdravQC8ExjOgAeFHgAAAABJRU5ErkJggg==)

Metasploit
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Maltego
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Hydra
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**Languages**

English (Fluent)
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Hindi (Fluent)
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**Certifications**

**Certified Junior Web Application Pen Tester (C-JWAPT)**
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Authority: Sturtle Security

**CSS (BASIC)**
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Authority: HackerRank